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1
CONFIGURING A COMPUTING SYSTEM TO
DELAY A SYSTEM UPDATE

BACKGROUND OF THE INVENTION

1. Field of the Invention

The field of the invention is data processing, or, more
specifically, methods, apparatuses, and products for config-
uring a computing system to delay a system update.

2. Description of Related Art

Modern computing systems can include a wide array of
software components that may be updated periodically. Such
updates may occur automatically as new versions of software
applications, operating systems, device drivers, and other
components are released. Such updates, while frequently
helpful in the long run, may sometimes cause problems as the
computing system may not be ready for the administrative
overhead associated with performing an update. For example,
a computing system may not be ready for an update because
the computing system is processing important jobs and the
update requires a system reboot to complete the system
update. Likewise, a computing system may not be ready for
an update because the update alters a version of software
utilized by the computing system from a version that is
approved by a system administrator to a version that is not
approved by the system administrator.

SUMMARY OF THE INVENTION

Methods, apparatuses, and products for configuring a com-
puting system to delay a system update, the including: receiv-
ing, by an update management module, an update descriptor
associated with an available system update, the update
descriptor including information identifying a targeted sys-
tem configuration to be updated by the available system
update; determining, by the update management module,
whether the available system update should be blocked;
responsive to determining that the available system update
should be blocked, determining, by the update management
module, whether the computing system can be reconfigured
such that the computing system does not operate using the
targeted system configuration; and responsive to determining
that the computing system can be reconfigured such that the
computing system does not operate using the targeted system
configuration, reconfiguring, by the update management
module, the computing system to operate without using the
targeted system configuration.

The foregoing and other objects, features and advantages
of the invention will be apparent from the following more
particular descriptions of example embodiments of the inven-
tion as illustrated in the accompanying drawings wherein like
reference numbers generally represent like parts of example
embodiments of the invention.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 sets forth a block diagram of automated computing
machinery comprising an example computing system useful
in delaying a system update according to embodiments of the
present invention.

FIG. 2 sets forth a flow chart illustrating an example
method for configuring a computing system to delay a system
update according to embodiments of the present invention.

FIG. 3 sets forth a flow chart illustrating an additional
example method for configuring a computing system to delay
a system update according to embodiments of the present
invention.

10

20

30

40

45

60

2

FIG. 4 sets forth a flow chart illustrating an additional
example method for configuring a computing system to delay
a system update according to embodiments of the present
invention.

FIG. 5 sets forth a flow chart illustrating an additional
example method for configuring a computing system to delay
a system update according to embodiments of the present
invention.

DETAILED DESCRIPTION OF EXAMPLE
EMBODIMENTS

Example methods, apparatuses, and products for configur-
ing a computing system to delay a system update in accor-
dance with the present invention are described with reference
to the accompanying drawings, beginning with FIG. 1. FIG. 1
sets forth a block diagram of automated computing machin-
ery comprising an example computing system, depicted here
as computer (152), useful in delaying a system update accord-
ing to embodiments of the present invention. The computer
(152) of FIG. 1 includes at least one computer processor (156)
or ‘CPU’ as well as random access memory (168) (RAM")
which is connected through a high speed memory bus (166)
and bus adapter (158) to processor (156) and to other com-
ponents of the computer (152).

The computer (152) of FIG. 1 operates using a plurality of
system configuration settings. Each system configuration set-
ting defines some operational aspect of the computer (152).
Each system configuration setting can define, for example, as
aspect of the operation of the operating system of the com-
puter (152), an aspect of the operation of the device drivers for
devices installed in the computer (152), an aspect of the
operation of software applications installed on the computer
(152), and so on.

Stored in RAM (168) is an update management module
(210), a module of computer program instructions for con-
figuring a computing system to delay a system update accord-
ing to embodiments of the present invention. The update
management module (210) may configure the computer (152)
to delay a system update by receiving an update descriptor
associated with an available system update. The update
descriptor may be embodied, for example, as a data structure
that includes information identifying and describing an avail-
able system update that has been targeted for installation on
the computer (152). Such a system update may be configured
to perform certain updates to software installed on the com-
puter (152) such as, for example, installing a new version of a
particular piece of software, updating the operating system of
the computer (152), updating device drivers installed on the
computer (152), and so on. The update descriptor may
include, for example, information identifying software mod-
ules that will be updated by the available system update,
information identifying how critical the available system
update is to the computer (152), information identifying
whether the computer (152) will need to reboot in order for
the available system update to be fully implemented, infor-
mation identifying the types of bugs that the available system
update is designed to correct, and so on.

The update descriptor can also include information identi-
fying a targeted system configuration to be updated by the
available system update. The information identifying the tar-
geted system configuration to be updated may be embodied,
for example, as an identifier of a particular system configu-
ration setting that will be modified by performing the avail-
able system update, as an identifier of a software application
that will be modified by performing the available system
update, and so on. Through the receipt of such an update
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descriptor, the update management module (210) may receive
information that enables the update management module
(210) to identify those system configuration settings that will
be modified by performing the available system update.

The update management module (210) may further con-
figure the computer (152) to delay a system update by deter-
mining whether the available system update should be
blocked. The update management module (210) may deter-
mine that the available system update should be blocked, for
example, when performing the available system update
would alter the code level of some software on the computer
(152), such that the computer (152) would be utilize a version
of'the software that has not be certified as an approved version
of the software for use by computing systems (208) in a data
center, blade center, or larger data processing system. The
update management module (210) may alternatively deter-
mine that the available system update should be blocked, for
example, when performing the available system update
requires that the computer (152) be rebooted as the computer
(152) may be performing some critical processing jobs that
should not be interrupted. Readers will appreciate that the
update management module (210) may determine that the
available system update should be blocked for a variety of
reasons in accordance with embodiments of the present
invention. The update management module (210) may there-
fore determine whether the available system update should be
blocked by inspecting information contained in the update
descriptor to identify system configurations settings that will
be impacted by the available system configuration, by
inspecting information contained in the update descriptor to
identify whether performing the available system configura-
tion requires a reboot of the computer (152), and so on.

The update management module (210) may further con-
figure the computer (152) to delay a system update by deter-
mining whether the computer (152) can be reconfigured such
that the computer (152) does not operate using the targeted
system configuration. Readers will appreciate that some sys-
tem configuration settings may be optional in the sense that
the system configuration settings merely extend the function-
ality of the computer (152) in ways that are not required, the
system configuration settings enable functionality that may
be achieved in other ways, and so on. As such, some of the
system configuration settings may not be absolutely crucial to
system performance and may be disabled, or replaced by
alternative system configuration settings, without impacting
the ability of the computer (152) to perform its more critical
operations in a manner that is unacceptable to the update
management module (210). Each system configuration set-
ting may therefore be associated with a criticality level that
identifies how critical it is that the computer (152) has a
particular system configuration setting enabled. In the
example depicted in FIG. 1, the update management module
(210) may determine whether the computer (152) can be
reconfigured such that the computer (152) does not operate
using the targeted system configuration by searching for suit-
able alternatives to the targeted system configuration, by
determining whether the targeted system configuration is so
critical that is may not be disabled, and so on.

The update management module (210) may further con-
figure the computer (152) to delay a system update by recon-
figuring the computer (152) to operate without using the
targeted system configuration. Readers will appreciate that by
reconfiguring the computer (152) to operate without using the
targeted system configuration, the system update associated
with the update descriptor may not need to be performed,
thereby delaying or eliminating the need for the computer
(152) to take on the administrative overhead associated with
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performing such an update. Reconfiguring the computer
(152) to operate without using the targeted system configu-
ration may be carried out, for example, by the update man-
agement module (210) changing one or more system configu-
ration settings such that the components of the computing
system that are impacted by the system update are no longer
utilized by the computer (152), thereby eliminating the need
to update such components. In the example depicted in FIG.
1, reconfiguring the computer (152) to operate without using
the targeted system configuration is carried out in response to
affirmatively determining that the computer (152) can be
reconfigured such that the computer (152) does not operate
using the targeted system configuration.

Also stored in RAM (168) is an operating system (154).
Operating systems useful for configuring the computer (152)
to delay a system update according to embodiments of the
present invention include UNIX™, Linux™, Microsoft
XP™, ATX™ IBM’s i5/0S™, and others as will occur to
those of skill in the art. The operating system (154) and the
update management module (210) in the example of FIG. 1
are shown in RAM (168), but many components of such
software typically are stored in non-volatile memory also,
such as, for example, on a disk drive (170).

The computer (152) of FIG. 1 includes disk drive adapter
(172) coupled through expansion bus (160) and bus adapter
(158) to processor (156) and other components of the com-
puter (152). Disk drive adapter (172) connects non-volatile
data storage to the computer (152) in the form of disk drive
(170). Disk drive adapters useful in computers for configur-
ing the computer (152) to delay a system update according to
embodiments of the present invention include Integrated
Drive Electronics (‘IDE’) adapters, Small Computer System
Interface (‘SCSI”) adapters, and others as will occur to those
of'skill in the art. Non-volatile computer memory also may be
implemented for as an optical disk drive, electrically erasable
programmable read-only memory (so-called ‘EEPROM’ or
‘Flash® memory), RAM drives, and so on, as will occur to
those of skill in the art.

The example computer (152) of FIG. 1 includes one or
more input/output (‘I/O”) adapters (178). 1/O adapters imple-
ment user-oriented input/output through, for example, soft-
ware drivers and computer hardware for controlling output to
display devices such as computer display screens, as well as
user input from user input devices (181) such as keyboards
and mice. The example computer (152) of FIG. 1 includes a
video adapter (209), which is an example of an 1/O adapter
specially designed for graphic output to a display device
(180) such as a display screen or computer monitor. Video
adapter (209) is connected to processor (156) through a high
speed video bus (164), bus adapter (158), and the front side
bus (162), which is also a high speed bus.

The example computer (152) of FIG. 1 includes a commu-
nications adapter (167) for data communications with other
computers (182) and for data communications with a data
communications network (100). Such data communications
may be carried out serially through RS-232 connections,
through external buses such as a Universal Serial Bus
(‘USB’), through data communications networks such as IP
data communications networks, and in other ways as will
occur to those of skill in the art. Communications adapters
implement the hardware level of data communications
through which one computer sends data communications to
another computer, directly or through a data communications
network. Examples of communications adapters useful for
configuring the computer (152) to delay a system update
according to embodiments of the present invention include
modems for wired dial-up communications, Ethernet (IEEE
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802.3) adapters for wired data communications network com-
munications, and 802.11 adapters for wireless data commu-
nications network communications.

For further explanation, FIG. 2 sets forth a flow chart
illustrating an example method for configuring a computing
system (208) to delay a system update according to embodi-
ments of the present invention. The computing system of F1G.
2 operates using a plurality of system configuration settings
(224,226, 228). Each system configuration setting (224, 226,
228) defines some operational aspect of the computing sys-
tem (208). Each system configuration setting (224, 226, 228)
can identity, for example, some aspect that defines the opera-
tion of the operating system of the computing system (208),
some aspect that defines the operation of the device drivers for
devices installed in the computing system (208), some aspect
that defines the operation of software applications installed
on the computing system (208), and so on.

The example method depicted in FIG. 2 is carried out, at
least in part, by an update management module (210). The
update management module (210) depicted in FIG. 2 may be
embodied as a module of computer program instructions
executing on computer hardware such as, for example, a
computer processor. The update management module (210)
of FIG. 2 is depicted as residing within the computing system
(208). In alternative embodiments, however, the update man-
agement module (210) may reside outside of the computing
system (208) and be utilized as a service accessible by the
computing system (208).

The example method depicted in FIG. 2 includes receiving
(212), by the update management module (210), an update
descriptor (204) associated with an available system update.
The update descriptor (204) of FIG. 2 may be embodied, for
example, as a data structure that includes information identi-
fying and describing an available system update that has been
targeted for installation on the computing system (208). Such
a system update may be configured to perform certain updates
to software components installed on the computing system
(208) such as, for example, installing a new version of a
particular piece of software, updating the operating system of
the computing system (208), updating device drivers installed
on the computing system (208), and so on. The update
descriptor (204) may include, for example, information iden-
tifying software modules that will be updated by the available
system update, information identifying how critical the avail-
able system update is to the computing system (208), infor-
mation identifying whether the computing system (208) will
need to reboot in order for the available system update to be
fully implemented, information identifying the types of bugs
that the available system update is designed to correct, infor-
mation identifying a version number for a software applica-
tion that will be installed or updated by the system update, and
SO on.

The update descriptor (204) depicted in FIG. 2 also
includes information identifying a targeted system configu-
ration (206) to be updated by the available system update. The
information identifying the targeted system configuration
(206) to be updated may be embodied, for example, as an
identifier of a particular system configuration setting (224,
226, 228) that will be modified by performing the available
system update, as an identifier of a software application that
will be modified by performing the available system update,
and so on. By receiving (212) the update descriptor (204), the
update management module (210) may receive information
that enables the update management module (210) to identify
those system configuration setting (224, 226, 228) that will be
modified by performing the available system update.
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The example method depicted in FIG. 2 also includes
determining (214), by the update management module (210),
whether the available system update should be blocked. The
update management module (210) may determine (214) that
the available system update should be blocked, for example,
when performing the available system update requires that
the computing system (208) be rebooted as the computing
system (208) may be performing some critical processing
jobs that should not be interrupted. Alternatively, the update
management module (210) may determine (214) that the
available system update should be blocked, for example,
when performing the available system update would alter the
code level of some software on the computing system (208),
such that the computing system (208) would be utilize a
version of the software that has not be certified as an approved
version of the software for use by computing systems (208) in
a data center, blade center, or larger data processing system.
As such, the update management module (210) may deter-
mine (214) whether the available system update should be
blocked by inspecting information contained in the update
descriptor (206) to identify system configurations (224, 226,
228) that will be impacted by the available system configu-
ration, by inspecting information contained in the update
descriptor (206) to identify whether performing the available
system configuration requires a reboot of the computing sys-
tem (208), and so on.

Consider an example in which a particular system configu-
ration setting (224) indicates that the a web browser installed
on the computing system (208) makes use of JavaScript™
and the update descriptor (204) associated with an available
system update indicates that the system update includes an
updateto a version of JavaScript™ installed on the computing
system (208) and that such an update requires a system reboot
to complete. In such an example, the update management
module (210) may affirmatively (216) determine (214) that
performance of the available system update should be
blocked, as updating the version of JavaScript™ installed on
the computing system (208) may not warrant rebooting the
computing system (208) and pausing the execution of more
critical processing jobs.

The example method depicted in FIG. 2 also includes
determining (218), by the update management module (210),
whether the computing system (208) can be reconfigured
such that the computing system (208) does not operate using
the targeted system configuration (206). In the example
method depicted in FIG. 2, some system configuration set-
tings (224, 226, 228) may be optional in the sense that the
system configuration settings (224, 226, 228) merely extend
the functionality of the computing system (208) in ways that
are not required, the system configuration settings (224, 226,
228) enable functionality that may be achieved in other ways,
and so on. As such, some of the system configuration settings
(224, 226, 228) may not be absolutely crucial to system
performance and may be disabled, or replaced by alternative
system configuration settings (224, 226, 228), without
impacting the ability of the computing system (208) to per-
formed its more critical operations in a manner that is unac-
ceptable to the update management module (210).

Consider the example described above in which a particu-
lar system configuration setting (224) indicates that the a web
browser installed on the computing system (208) makes use
of JavaScript™ and the targeted system configuration (206)
indicates that the system update includes an update to a ver-
sion of JavaScript™ installed on the computing system (208).
In such an example, if it is not absolutely critical that the web
browser installed on the computing system (208) makes use
of JavaScript™, the computing system (208) can be recon-
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figured such that the computing system (208) does not oper-
ate using the targeted system configuration (206) by simply
disabling the use of JavaScript™ by the web browser.

In the example method depicted in FIG. 2, each system
configuration setting (224, 226, 228) may therefore be asso-
ciated with a criticality level that identifies how critical it is
that the computing system (208) have a particular system
configuration setting (224, 226, 228) enabled. For example, a
system configuration setting (224, 226, 228) that identifies a
particular device driver to be used by a network adapter
installed in the computing system (208) may be more critical
than a system configuration setting (224, 226, 228) that iden-
tifies a particular plugin to be used by a web browser installed
in the computing system (208), as the ability of the computing
system to maintain network connectivity may be deemed to
be more critical that the ability of the computing system to
play videos in a web browser.

The example method depicted in FIG. 2 also includes
reconfiguring (222), by the update management module
(210), the computing system (208) to operate without using
the targeted system configuration (206). Readers will appre-
ciate that by reconfiguring (222) the computing system (208)
to operate without using the targeted system configuration
(206), the system update associated with the update descrip-
tor (204) may not need to be installed, thereby eliminating an
potential need to reboot the computing system (208) in order
to complete the system update.

Consider the example described above in which a particu-
lar system configuration (224) indicates that the a web
browser installed on the computing system (208) makes use
of JavaScript™ and the targeted system configuration (206)
indicates that the system update includes an update to a ver-
sion of JavaScript™ installed on the computing system (208).
In such an example, by reconfiguring (222) the computing
system (208) such that the use of JavaScript™ by the web
browser is disabled, it may no longer be necessary to the
system update associated with the update descriptor (204).
Reconfiguring (222) the computing system (208) to operate
without using the targeted system configuration (206) may
therefore eliminate the need to utilize valuable processing
resources or reboot the computing system (208) in order to
install an update that may not be critical to the operation of the
computing system (208).

In the example method depicted in FIG. 2, reconfiguring
(222) the computing system (208) to operate without using
the targeted system configuration (206) may be carried out,
for example, by the update management module (210) chang-
ing one or more system configuration settings (224, 226, 228)
such that the components of the computing system that are
impacted by the system update are no longer utilized by the
computing system (208), thereby eliminating the need to
update such components. In the example method depicted in
FIG. 2, reconfiguring (222) the computing system (208) to
operate without using the targeted system configuration (206)
is carried out in response to affirmatively (220) determining
that the computing system (208) can be reconfigured such
that the computing system (208) does not operate using the
targeted system configuration (206).

For further explanation, FIG. 3 sets forth a flow chart
illustrating an additional example method for configuring a
computing system (208) to delay a system update according
to embodiments of the present invention. The example
method depicted in FIG. 3 is similar to the example method
depicted in FIG. 2, as the example method depicted in FIG. 3
also includes receiving (212) an update descriptor (204) asso-
ciated with an available system update, determining (214)
whether the available system update should be blocked, deter-
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mining (218) whether the computing system (208) can be
reconfigured such that the computing system (208) does not
operate using the targeted system configuration (206), and
reconfiguring (222) the computing system (208) to operate
without using the targeted system configuration (206).

In the example method depicted in FIG. 3, reconfiguring
(222) the computing system (208) to operate without using
the targeted system configuration (206) can include reconfig-
uring (302) the computing system (208) to operate without
using the targeted system configuration (206) for a predeter-
mined period of time. In the example method depicted in F1G.
3, the computing system (208) may be in the process of
completing an important processing job, such that installing a
system update may not be preferable at a particular time.
Upon completing the important processing job, however, the
computing system (208) may be free to perform a system
update. As such, the update management module (210) may
reconfigure (302) the computing system (208) to operate
without using the targeted system configuration (206) for a
predetermined period of time, thereby preventing the com-
puting system (208) from completing a system update asso-
ciated with the update descriptor (204) during the predeter-
mined period of time. In such a way, the computing system
(208) may have sufficient time to complete important pro-
cessing jobs prior to installing a system update and poten-
tially rebooting the computing system (208) or otherwise
utilizing important system resources.

The example method depicted in FIG. 3 also includes
reconfiguring (304) the computing system (208) to operate
using the targeted system configuration (206) upon the expi-
ration of the predetermined period of time. Reconfiguring
(304) the computing system (208) to operate using the tar-
geted system configuration (206) may be carried, for
example, by changing one or more system configuration set-
tings (224, 226, 228) back to previous values upon the expi-
ration of the predetermined period of time. In such a way,
once the predetermined period of time has expired, the com-
puting system (208) may be changed back to its previous
configuration and the computing system (208) may be free to
perform a system update that was originally avoided by the
configuration changes that were made in step 222.

For further explanation, FIG. 4 sets forth a flow chart
illustrating an additional example method for configuring a
computing system (208) to delay a system update according
to embodiments of the present invention. The example
method depicted in FIG. 4 is similar to the example method
depicted in FIG. 2, as the example method depicted in FIG. 4
also includes receiving (212) an update descriptor (204),
determining (214) whether the available system update
should be blocked, determining (218) whether the computing
system (208) can be reconfigured such that the computing
system (208) does not operate using the targeted system con-
figuration (206), and reconfiguring (222) the computing sys-
tem (208) to operate without using the targeted system con-
figuration (206).

In the example method depicted in FIG. 4, determining
(214) whether the available system update should be blocked
can include determining (402), by the update management
module (210), whether performing a system update associ-
ated with the update descriptor (204) requires restarting the
computing system (208). The update descriptor (204) can
include a wide variety of information including, for example,
a field-value pair used to indicate whether the system update
associated with the update descriptor (204) requires a restart
of'the computing system (208) in order for the system update
to be completed. The update management module (210) may
therefore determine (402) whether performing a system



US 9,426,028 B2

9

update associated with the update descriptor (204) requires
restarting the computing system (208) by inspecting a field-
value pair contained in the update descriptor (204).

In the example method depicted in FIG. 4, determining
(214) whether the available system update should be blocked
can alternatively include determining (408), by the update
management module (210), whether performing the available
system update causes a code level certification to be lost. In
the example method depicted in FIG. 4, a code level certifi-
cation may represent approval to use a particular version of
some software on the computing system (208). For example,
a first version of an operating system may be approved by a
system administrator for use on the computing system (208)
while a second version of the operating system may not be
approved by the system administrator for use on the comput-
ing system (208). The second version of the operating system
may not be approved by the system administrator for use on
the computing system (208), for example, because the second
version of the operating system is not compatible with other
software installed on the computing system, because the sec-
ond version of the operating system has not been evaluated by
the system administrator, or for any other reason. In such an
example, performing an available system update that changes
the version of some piece of software installed on the com-
puting system (208) to a version that has not been approved
may cause a code level certification to be lost. In order to
maintain a code level certification, the system update should
therefore be blocked. In the example method of FIG. 4, deter-
mining (408) whether performing the available system update
causes a code level certification to be lost may be carried out,
for example, by the update management module (210) com-
paring information contained in the update descriptor (204)
that identifies versions of software components to be installed
by the available system update to information maintained by
the update management module (210) that identifies
approved versions of software components that may be
installed on the computing system (208).

The example method depicted in FIG. 4 also includes ini-
tiating (406), by the update management module (210), per-
formance of the system update associated with the update
descriptor (204). In the example method depicted in FIG. 4,
initiating (406) performance of the system update associated
with the update descriptor (204) may be carried out in
response to determining that the available system update
should not (404) be blocked. In such an example, the available
system update should not (404) be blocked, for example,
because performing the available system update does not
require the computing system (208) to be rebooted, because
performing the available system update does not cause a code
level certification to be lost, and so on. In view of the fact that
some system updates do not place significant burdens on the
computing system (208), performing such system updates
may not be so burdensome to the computing system (208) that
such system updates should be blocked from being per-
formed.

For further explanation, FIG. 5 sets forth a flow chart
illustrating an additional example method for configuring a
computing system (208) to delay a system update according
to embodiments of the present invention. The example
method depicted in FIG. 5 is similar to the example method
depicted in FIG. 2, as the example method depicted in FIG. 5§
also includes receiving (212) an update descriptor (204),
determining (214) whether the available system update
should be blocked, determining (218) whether the computing
system (208) can be reconfigured such that the computing
system (208) does not operate using the targeted system con-
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figuration (206), and reconfiguring (222) the computing sys-
tem (208) to operate without using the targeted system con-
figuration (206).

In the example method depicted in FIG. 5, determining
(218) whether the computing system (208) can be reconfig-
ured such that the computing system (208) does not operate
using the targeted system configuration (206) can include
identifying (502), by the update management module (210), a
replacement system configuration. In the example method
depicted in FIG. 5, a replacement system configuration rep-
resents a system configuration that carries out similar or alter-
native functions as the targeted system configuration (206)
that will be impacted by the available system update.

Consider an example in which the update descriptor (204)
includes a targeted system configuration (206) indicating that
a particular video player is targeted for updating by an avail-
able system update. In such an example, assume that the
computing system (208) utilizes the particular video player as
its default player. The replacement system configuration in
such an example could identify another video player installed
on the computing system (208) as its default player.

In an additional example, the update descriptor (204) may
include a targeted system configuration (206) that identifies a
RAID 5 array as being targeted for updating by an available
system update. In such an example, assume that the comput-
ing system (208) utilizes a RAID 5 array. The replacement
system configuration in such an example could identify a
RAID 6 array.

In the example method depicted in FIG. 5, reconfiguring
(222) the computing system (208) to operate without using
the targeted system configuration (206) can include reconfig-
uring (504) the computing system (208) to operate using the
replacement system configuration. Reconfiguring (504) the
computing system (208) to operate using the replacement
system configuration may be carried out, for example, by the
update management module (210) changing one or more
system configuration settings (224, 226, 228) such that the
computing system (208) uses the replacement system con-
figuration, thereby eliminating the need to perform the avail-
able system update.

Referring again to the example in which the update
descriptor (204) includes a targeted system configuration
(206) indicating that a particular video player is targeted for
updating by an available system update, reconfiguring (504)
the computing system (208) to operate using the replacement
system configuration may be carried out by changing one or
more system configuration settings (224, 226, 228) such that
the computing system (208) is to utilize another video player
installed on the computing system (208) as its default player.
Likewise, referring again to the example in which the update
descriptor (204) includes a targeted system configuration
(206) that identifies a RAID 5 array as being targeted for
updating by an available system update, reconfiguring (504)
the computing system (208) to operate using the replacement
system configuration may be carried out by changing one or
more system configuration settings (224, 226, 228) such that
memory devices utilized by the computing system (208) are
reorganized as a RAID 6 array.

The present invention may be a system, a method, and/or a
computer program product. The computer program product
may include a computer readable storage medium (or media)
having computer readable program instructions thereon for
causing a processor to carry out aspects of the present inven-
tion.

The computer readable storage medium can be a tangible
device that can retain and store instructions for use by an
instruction execution device. The computer readable storage
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medium may be, for example, but is not limited to, an elec-
tronic storage device, a magnetic storage device, an optical
storage device, an electromagnetic storage device, a semicon-
ductor storage device, or any suitable combination of the
foregoing. A non-exhaustive list of more specific examples of
the computer readable storage medium includes the follow-
ing: a portable computer diskette, a hard disk, a random
access memory (RAM), aread-only memory (ROM), an eras-
able programmable read-only memory (EPROM or Flash
memory), a static random access memory (SRAM), a por-
table compact disc read-only memory (CD-ROM), a digital
versatile disk (DVD), a memory stick, a floppy disk, a
mechanically encoded device such as punch-cards or raised
structures in a groove having instructions recorded thereon,
and any suitable combination of the foregoing. A computer
readable storage medium, as used herein, is not to be con-
strued as being transitory signals per se, such as radio waves
or other freely propagating electromagnetic waves, electro-
magnetic waves propagating through a waveguide or other
transmission media (e.g., light pulses passing through a fiber-
optic cable), or electrical signals transmitted through a wire.

Computer readable program instructions described herein
can be downloaded to respective computing/processing
devices from a computer readable storage medium or to an
external computer or external storage device via a network,
for example, the Internet, a local area network, a wide area
network and/or a wireless network. The network may com-
prise copper transmission cables, optical transmission fibers,
wireless transmission, routers, firewalls, switches, gateway
computers and/or edge servers. A network adapter card or
network interface in each computing/processing device
receives computer readable program instructions from the
network and forwards the computer readable program
instructions for storage in a computer readable storage
medium within the respective computing/processing device.

Computer readable program instructions for carrying out
operations of the present invention may be assembler instruc-
tions, instruction-set-architecture (ISA) instructions,
machine instructions, machine dependent instructions,
microcode, firmware instructions, state-setting data, or either
source code or object code written in any combination of one
or more programming languages, including an object ori-
ented programming language such as Smalltalk, C++ or the
like, and conventional procedural programming languages,
such as the “C” programming language or similar program-
ming languages. The computer readable program instructions
may execute entirely on the user’s computer, partly on the
user’s computer, as a stand-alone software package, partly on
the user’s computer and partly on a remote computer or
entirely on the remote computer or server. In the latter sce-
nario, the remote computer may be connected to the user’s
computer through any type of network, including a local area
network (LAN) or a wide area network (WAN), or the con-
nection may be made to an external computer (for example,
through the Internet using an Internet Service Provider). In
some embodiments, electronic circuitry including, for
example, programmable logic circuitry, field-programmable
gate arrays (FPGA), or programmable logic arrays (PLA)
may execute the computer readable program instructions by
utilizing state information of the computer readable program
instructions to personalize the electronic circuitry, in order to
perform aspects of the present invention.

Aspects of the present invention are described herein with
reference to flowchart illustrations and/or block diagrams of
methods, apparatus (systems), and computer program prod-
ucts according to embodiments of the invention. It will be
understood that each block of the flowchart illustrations and/
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or block diagrams, and combinations of blocks in the flow-
chart illustrations and/or block diagrams, can be imple-
mented by computer readable program instructions.

These computer readable program instructions may be pro-
vided to a processor of a general purpose computer, special
purpose computer, or other programmable data processing
apparatus to produce a machine, such that the instructions,
which execute via the processor of the computer or other
programmable data processing apparatus, create means for
implementing the functions/acts specified in the flowchart
and/or block diagram block or blocks. These computer read-
able program instructions may also be stored in a computer
readable storage medium that can direct a computer, a pro-
grammable data processing apparatus, and/or other devices to
function in a particular manner, such that the computer read-
able storage medium having instructions stored therein com-
prises an article of manufacture including instructions which
implement aspects of the function/act specified in the flow-
chart and/or block diagram block or blocks.

The computer readable program instructions may also be
loaded onto a computer, other programmable data processing
apparatus, or other device to cause a series of operational
steps to be performed on the computer, other programmable
apparatus or other device to produce a computer implemented
process, such that the instructions which execute on the com-
puter, other programmable apparatus, or other device imple-
ment the functions/acts specified in the flowchart and/or
block diagram block or blocks.

The flowchart and block diagrams in the Figures illustrate
the architecture, functionality, and operation of possible
implementations of systems, methods, and computer pro-
gram products according to various embodiments of the
present invention. In this regard, each block in the flowchart
or block diagrams may represent a module, segment, or por-
tion of instructions, which comprises one or more executable
instructions for implementing the specified logical
function(s). In some alternative implementations, the func-
tions noted in the block may occur out of the order noted in the
figures. For example, two blocks shown in succession may, in
fact, be executed substantially concurrently, or the blocks
may sometimes be executed in the reverse order, depending
upon the functionality involved. It will also be noted that each
block of'the block diagrams and/or flowchart illustration, and
combinations of blocks in the block diagrams and/or flow-
chart illustration, can be implemented by special purpose
hardware-based systems that perform the specified functions
or acts or carry out combinations of special purpose hardware
and computer instructions.

It will be understood from the foregoing description that
modifications and changes may be made in various embodi-
ments of the present invention without departing from its true
spirit. The descriptions in this specification are for purposes
of illustration only and are not to be construed in a limiting
sense. The scope of the present invention is limited only by
the language of the following claims.

What is claimed is:

1. A method of configuring a computing system to delay a
system update, the method comprising:

receiving, by an update management module, an update

descriptor associated with an available system update,
the update descriptor including information identifying
a targeted system configuration to be updated by the
available system update;

determining, by the update management module, whether

the available system update should be blocked;
responsive to determining that the available system update
should be blocked, determining, by the update manage-
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ment module, whether the computing system can be
reconfigured such that the computing system does not
operate using the targeted system configuration; and

responsive to determining that the computing system can
be reconfigured such that the computing system does not
operate using the targeted system configuration, recon-
figuring, by the update management module, the com-
puting system to operate without using the targeted sys-
tem configuration.
2. The method of claim 1 wherein reconfiguring the com-
puting system to operate without using the targeted system
configuration further comprises reconfiguring the computing
system to operate without using the targeted system configu-
ration for a predetermined period of time.
3. The method of claim 2 further comprising reconfiguring
the computing system to operate using the targeted system
configuration upon the expiration of the predetermined
period of time.
4. The method of claim 1 wherein determining whether the
available system update should be blocked further comprises
determining, by the update management module, whether
performing the available system update requires restarting the
computing system.
5. The method of claim 1 wherein determining whether the
available system update should be blocked further comprises
determining, by the update management module, whether
performing the available system update causes a code level
certification to be lost.
6. The method of claim 1 wherein:
determining whether the computing system can be recon-
figured such that the computing system does not operate
using the targeted system configuration further com-
prises identifying, by the update management module, a
replacement system configuration; and
reconfiguring the computing system to operate without
using the targeted system configuration further com-
prises reconfiguring, by the update management mod-
ule, the computing system to operate using the replace-
ment system configuration.
7. An apparatus for configuring a computing system to
delay a system update, the apparatus comprising a computer
processor, a computer memory operatively coupled to the
computer processor, the computer memory having disposed
within it computer program instructions that, when executed
by the computer processor, cause the apparatus to carry out
the steps of:
receiving, by an update management module, an update
descriptor associated with an available system update,
the update descriptor including information identifying
a targeted system configuration to be updated by the
available system update;
determining, by the update management module, whether
the available system update should be blocked;

responsive to determining that the available system update
should be blocked, determining, by the update manage-
ment module, whether the computing system can be
reconfigured such that the computing system does not
operate using the targeted system configuration; and

responsive to determining that the computing system can
be reconfigured such that the computing system does not
operate using the targeted system configuration, recon-
figuring, by the update management module, the com-
puting system to operate without using the targeted sys-
tem configuration.

8. The apparatus of claim 7 wherein reconfiguring the
computing system to operate without using the targeted sys-
tem configuration further comprises reconfiguring the com-
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puting system to operate without using the targeted system
configuration for a predetermined period of time.
9. The apparatus of claim 8 further comprising computer
program instructions that, when executed by the computer
processor, cause the apparatus to carry out the step of recon-
figuring the computing system to operate using the targeted
system configuration upon the expiration of the predeter-
mined period of time.
10. The apparatus of claim 7 wherein determining whether
the available system update should be blocked further com-
prises determining, by the update management module,
whether performing the available system update requires
restarting the computing system.
11. The apparatus of claim 7 wherein determining whether
the available system update should be blocked further com-
prises determining, by the update management module,
whether performing the available system update causes a
code level certification to be lost.
12. The apparatus of claim 7 wherein:
determining whether the computing system can be recon-
figured such that the computing system does not operate
using the targeted system configuration further com-
prises identifying, by the update management module, a
replacement system configuration; and
reconfiguring the computing system to operate without
using the targeted system configuration further com-
prises reconfiguring, by the update management mod-
ule, the computing system to operate using the replace-
ment system configuration.
13. A computer program product for configuring a com-
puting system to delay a system update, the computer pro-
gram product disposed upon a non-transitory computer read-
able medium, the computer program product comprising
computer program instructions that, when executed, cause a
computer to carry out the steps of:
receiving, by an update management module, an update
descriptor associated with an available system update,
the update descriptor including information identifying
a targeted system configuration to be updated by the
available system update;
determining, by the update management module, whether
the available system update should be blocked;

responsive to determining that the available system update
should be blocked, determining, by the update manage-
ment module, whether the computing system can be
reconfigured such that the computing system does not
operate using the targeted system configuration; and

responsive to determining that the computing system can
be reconfigured such that the computing system does not
operate using the targeted system configuration, recon-
figuring, by the update management module, the com-
puting system to operate without using the targeted sys-
tem configuration.

14. The computer program product of claim 13 wherein
reconfiguring the computing system to operate without using
the targeted system configuration further comprises reconfig-
uring the computing system to operate without using the
targeted system configuration for a predetermined period of
time.

15. The computer program product of claim 14 further
comprising computer program instructions that, when
executed, cause the computer to carry out the step of recon-
figuring the computing system to operate using the targeted
system configuration upon the expiration of the predeter-
mined period of time.

16. The computer program product of claim 13 wherein
determining whether the available system update should be
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blocked further comprises determining, by the update man-
agement module, whether performing the available system
update requires restarting the computing system.

17. The computer program product of claim 13 wherein
determining whether the available system update should be
blocked further comprises determining, by the update man-
agement module, whether performing the available system
update causes a code level certification to be lost.

18. The computer program product of claim 13 wherein:

determining whether the computing system can be recon-

figured such that the computing system does not operate
using the targeted system configuration further com-
prises identifying, by the update management module, a
replacement system configuration; and

reconfiguring the computing system to operate without

using the targeted system configuration further com-
prises reconfiguring, by the update management mod-
ule, the computing system to operate using the replace-
ment system configuration.

19. The computer program product of claim 13 wherein the
computer readable medium comprises a storage medium.
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